gcloud compute security-policies update *SECURITY\_POLICY* \

--recaptcha-redirect-site-key "*SITE\_KEY*"

gcloud compute security-policies rules create *PRIORITY* \

--security-policy *SECURITY\_POLICY* \

{--expression *EXPRESSION* | --src-ip-ranges *SRC\_IP\_RANGE*} \

--action redirect \

--redirect-type google-recaptcha

* *PRIORITY*: the priority at which you want to create the rule
* *SECURITY\_POLICY*: the name of the security policy
* *EXPRESSION*: the custom rules language expression that matches the traffic on which you want to enforce reCAPTCHA assessment
* *SRC\_IP\_RANGE*: an IP address range. Use this to enforce reCAPTCHA assessment on all requests from this range.

gcloud compute security-policies rules create 1000 \

--security-policy *SECURITY\_POLICY* \

--expression "request.path.matches(\"/login.html\")" \

--action redirect \

--redirect-type google-recaptcha